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NOTE TO: Infcrmation Systems Board

FROM: \
SUBJFECT: Fevised ISR Cff-Site RAaenda

Based on our discussinn at the ISB meeting last Monday, here is my
recasting of our agenda. Please give us any suggested ma jor changes
before the next RBoard meeting on Yonday, 29 September.

Thursday, 6 November
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1500-1530: POLICY - ¥y only contribution to the two-day session will be
a short, intrcductory discussion of the elements that I think an Agency
information technoloqgy policy should address -~ if we had one. I'd like
to follow this with an egually short brain-storming session in which
each of you contributes vour thoughts on what such policies would
include.

1530-1730: RESPONSTIPILITY - Who does what? As we modernize our
information networks and systems and introduce naw technology such as
PC*'s, which responsibilities must OIT, OC and 0S retain and which shculd
the components assume? TIf we had an ISR policy statement detailing
organizational responsibilities in information technoloqgy, what would it
include? (Security, user training, software support, standards and
system intecrity, applications programming, new systenm development ...
for example?) I will table a strawman proposal to stimulate Aiscussion,
but please come with some specific thoughts from your organizaticn's
experience which will help us consider the broadest range of issues
cossible. I would like Ed Maloney to kick off this discussion by
telling us what chunk of the responsibility OIT is prepared tc assume
and which chunks CIT rrefers the comronents assume, follawed by comments
from the other members.

1800-1900: DINNER

1930-2100: SERVICE STANDARDS - 1In late July. we were briefed on OIT's
early thinking about standards of service and we learned that the
Customer Standards Grcupr would be spending more time an this subiject in
the fall. Let's hear first from OIT on service standards from their
perspective (including early thouohts on which services are prelimirary
candidates for standards) and then from each directorate on which
services they think should be included an4 what standards they think OIT
should commit to.

Friday, 7 November

0700-0800: BREAKFAST
Sanitized Copy Approved for Release 2011/07/13 : CIA-RDP88G01332R001301470046-6 -~~~ ~ -



25X1

Sanitized Copy Approved for Release 2011/07/13 : CIA-RDP88G01332R001301470046-6 - - - ---
UNCLASSIFIEL

CONFIDENTIAL Page 2.
SUBJECT: Revised ISB Cff-Site Agenda

0800-0930: DATR STORAGE - What sort of Agancy or Diractorate rpolicy c¢n
data storage will maximize efficient use of our storage capahilities and
minimize the storage of trivia and the duplication of files? TFc¢cr
example, should we discriminate between types of data =-- personal data
holdings (AIM files, rough drafts, etc.) and ccrovorate data
(substantive catle traffic, administrative databases, etc.)? Can we
detail those areas for which the users must be responsitie vs., the
responsibilities of thre central storacge providers? Paain, I weculd 1like
2IT to kick off this discussion bty civina us their »est ~stimate of the
actual costs ( in sprace, personnel and funds) of storin: data
electronically and a trief description of their plans to improve storage
capacity in the immediate future (15 minutes). T would like for Jim
Hirsch, or someone freom NDE, to give a short (15 minutes) summary and
assessment of the capabilities and costs of new storaage technolcaies.
Each ISB member should then summarize the data storane issues he faces,
jJive some perspective on the volume of electrical storage currently
provided, and suggest at least 5 factors that would be included in an
Agency data storage guidelines/policy. I will prepare a strawman
suggestion for a way to get such a guidelines/policy drafted.

1000~-1200: INFCORMATICN FLOW MANAGEMENT AND PLANNING - or how tc bring
some order out of chaos! What can we accomplish relatively gquickly
which will let us measure/predict the impact on our foreign and
domestic networks and systems of new/continuing customer-initiated
projects, major chances in access or use patterns, better standards cf
service, and a variety of other demands? How can we better determine
sur priorities, coordinate our activities, and manage the network while
3llowing the greatest amount of component level creativity? T will
table a strawman propcsal on how to get a modeling/planning/coordinating
mechanism underway, but any mechanism will need policy guidelines to set
it working in the right direction. Starting with OTT and 2C, each cf
You should come prepared to take 10 minutes and outline your thcuchts cn
the essential elements that an ISB guidelines/policy on information flow
management and planning would include. We will allocate an additional
hour for any discussicn.

200-1330: LUNCH
1330-1500: PFCPLE RESQURCES - What ideas do you have for imnrcving our

ability to attract, develop and hold cood AC? and communications peorle?
A possible soluticn under active consideraticn is bandina. I would like

—-to hear from each of you (10 minutes each) what personnel problems you

face and discuss the pros and cons of randing (0C and OIT please tell us
about your experiences) or other solutions that may be succested.

1600 - RETURN TO DC
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